2024风险评估系统信息表

|  |  |  |  |
| --- | --- | --- | --- |
| 网站/系统信息表 | | | |
| 网站/系统名称 |  | 所属单位 |  |
| 管理员姓名 |  | 管理员联系方式 |  |
| IP地址 |  | | |
| 域名 |  | | |
| 网站/系统服务内容 |  | | |
| 操作系统 |  | 数据库 |  |
| 授权时间 | 2024年9月25日 --- 2024年10月20日 | | |
| 授权承诺 | 本单位已知悉《风险评估授权书》内容，并授权信息化办公室组织技术团队对本网站/系统进行风险评估测试。  签字：  日期： | | |

**风险评估授权书**

授权单位：

被授权单位： 信息化办公室

一、授权范围

评估范围包括但不限于授权单位的网络架构、服务器、操作系统、数据库、应用程序等。

二、评估内容

完成：安全漏洞扫描，模拟攻击，渗透测试。

输出：安全加固建议，安全风险评估报告。

三、授权单位责任

1.提供准确的被测试系统的IP和域名信息。

2.允许被授权单位在测试过程中进行必要的记录。

四、被授权单位责任

1.对于在测试过程中所获取的任何信息，仅在编写报告时

2.被授权单位在测试过程中应尽量避免影响授权单位业务的正常运转，若出现意外导致异常应立刻通知被授权单位并积极配合解决。

3.在测试完成后，被授权单位承诺不对外泄露授权单位测试信息。

授权单位签字： 被授权单位签字：  
日期： 日期：